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Handling of Personal Information in the hiring process

At ISF NET, Inc. ("ISF NET" hereinafter), we collect Personal Information from applicants during the hiring process.

ISF NET handles Personal Information in the following ways. Read and consent to the details below before providing
your Personal Information.

1. Definition of Personal Information

"Personal Information" herein refers to information related to an individual, which can identify a specific individual through the name, date of
birth, address, telephone number, e-mail address, images, voice recordings, etc. contained in the information (this includes any information that
can be easily collated with other information and thereby used to identify that specific individual), or which contains an individual identification

code.

2. Supplying is optional

Supplying information to ISF NET is optional. However, please be aware that if an applicant does not supply the necessary Personal
Information, ISF NET may not be able to perform applicant screening for or information sharing to the applicant, etc.

3. The usage purposes of Personal Information

In the ISF NET hiring process, we use Personal Information attained from applicants for the following purposes.

For the process of considering and deciding on applicants during applicant screening

To supply hiring process information, engage in various communications, and implement questionnaires
For appropriate employment management after hiring

For statistics and analysis needed for future ISF NET hiring procedures

To provide company and job information, event and seminar information, and other communications in future recruitment activities after
applicant screening

4. Supplying Personal Information to third parties

ISF NET does not supply the Personal Information collected from applicants to any third parties except in cases pursuant to the law. However,
we may supply Personal Information in any of the following cases.

M
)
(©)

4)

®)

If we clearly indicate or notify the applicant of the necessary items in advance, and attain consent of the applicant
If necessary to protect the life, wellbeing, or property of a person, and it is difficult to obtain the consent of the applicant

If there is a particular need to improve public wellbeing or promote healthy child development, and it is difficult to obtain the consent of
the applicant

If there is a need to cooperate with a national government organ, local government, or person entrusted thereby with performing the
functions prescribed by laws and regulations, and obtaining the consent of the applicant could interfere with the performance of those
functions

If Personal Information is supplied in accordance with business succession due to a merger or other grounds, and the Personal
Information is handled within the scope of the usage purposes from before the succession

5. Outsourcing Personal Information handling

ISF NET may, within a scope necessary to achieve specific usage purposes, outsource the handling of Personal Information to subcontractors
that fulfill the standards for Personal Information protection set forth by ISF NET. In such a case, ISF NET will conduct necessary and appropriate
supervision over the subcontractor.

6. Managing Personal Information

ISF NET strictly manages Personal Information collected from applicants in accordance with the ISF NET Personal Information Privacy Policy.
Please be aware in advance that, regardless of whether an applicant is hired or not, we do not return application documents received from
applicants such as resumes and curriculum vitae.

*ISF NET, Inc. Personal Information Privacy Policy: https://www.isfnet.co.jp/isfnet/privacy-policy.html




7. Chief Privacy Officer

Title: Solution Headquarters Corporate IT Director, Contact: 03-5786-2300 (main line)

8. Contact office for Personal Information issues

Concerning personal data, please contact the following office for requests from the applicant for usage purpose notifications, information
disclosure, correction, addition, deletion, suspension of use, elimination, and cessation of supply to third parties.

*Please be aware in advance that, during the communication, we may check that the contacting party is in fact the applicant or a representative of
the applicant.

Contact office for Personal Information issues:
ISF NET, Inc. Information Security Committee Chairperson. Telephone: +81 (03) 5786-2300. E-mail: security@isfnet.com

Established on: May 1, 2005
Revised on: January 17, 2025



